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EVALUATION

This work presents simultaneous ly a possible major advance and a dangerous

trap for the engineer looking for perfec tion in testing 01 .SI. There is no

doubt that the dual-mode (2—T or 4—T) log ic pr oposed here can be Imp lemented ,

and would indeed test for all “stuck—at~ faults (s—a) at the inputs and outputs

of the 2—T or 4—T gates.

There would , for any particular logic famil y, be a penalty in performance.

This is estimated to bc at least a factor of four; a factor of about two in

the components per logic function , and a doubl ing of the delay of each logic

function. This would have to be balanced economically against the improved

testability .

More seriously ,  a maj~~r assumption may be invalid , that is, an implementation

can be found for which any internal node s—a fault will appear as a s—a fault

at an input or output node. The 2—1 gate , as proposed , is simply a gate With

two extra inputs which convert it to an AND, OR, NAND , or NOR gate with respect

to its normal inputs.

The obvious implementations of such log ic all involve at least two stages ,

one of which  is an inversion. This inversion itself might require a 2—T gate ,

etc., leading to an infinite number of components per logic func tion. It may

therefore he impossibi tO  reate a valid Imp lementation (i.e., no untestable

internal nodes) w i t h  a f i n i t ~ number of components. A potential user mus t

investi :,;Jte t h is  p o i n t  c o n si d e r i n g  t h a t  the gain required to renormalize

di gital signals can only be obtained with inversion .
W~Ife Sxt~~
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Project Engineer 
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i INT R ODUCT I ON

Traditionally, logic circuits have been designed with little regard

.4 fo r  the problem of f a u l t  t e s t ing .  Designers have been concerned with

minimizing the complexity of the circuit and this was certainly under-

standable in the period prior to the development of LSI. When a logic

circuit is small , there are a number of standard techniques for deriving

tests to detect and locate faults [1,2]. As the size of the circuit

grows, however, the number of tests required may increase very rapidly.

Also, the complexity of finding the test set w~y become prohibitive .

As logic component costs decrease and the difficulty of tes t ing increases ,

a point is reached where logic designers should begin to consider the

possibility of in t roducing hardware redundancy to simp lif y tes t ing.  In

this report , we present one such approach based on the concept of dual—

mode logic.

The basic idea is to use redundancy to (1) reduce the number of tests

required , and (2) to reduce the complexity of deriving the tests. From a

testing standpoint , the ultimate solution would be a method of designing

logic networks that could be tested using a universal (i.e. function—

independent) test set of minimum possible size. Although this might appear

to be an un rea l i s t i c  goal in general , we will show that  j u s t  such a

solution is possible for the restricted problem of detecting all single

1
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stuck—at—faults (s—a—faults) in any combinational or sequential logic

circuit. This is achieved through the use of a family of dual—mode

universal logic gates. Two control inputs determine the mode of the gate.

In the operating mode, the gate functions as a NAND, NOR, AND, OR or other

desired logic element. In the test mode, all single s—a—faults on the

inputs and output of the gate can be detected using just two test patterns.

Furthermore, any combinational logic network built up from these gates wi 11

require only two control inputs and one test output , and can also be tested

for all single s—a—faults using just two tests. The same approach can be

used to design sequential logic circuits, in which case four extra inputs ,

one test output and six tests are required.

The family of dual—mode logic gates is introduced in Section II.

Logic design of combinational and sequential circuits is considered in

Sections III and IV, respectively, and a discussion of results is contained

in Section V.

i
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II. THE NEW LOGIC GATE

In t h i s  section we derive the log ic func t ion  of the dual .—mode logic

gates. This gate forms a funct ional ly  complete set and can be tested for

all single s—a—faults at its inputs and output using only two tests. Hence-

fo r th , this  gate wi l l  be r e f e r r e d  to as a H2 _ T gate ” .

Let X be a binary n—tup l.e and X be the comp l ement of X. The Han~~in g

distance between any two binary n—tuples equals the number of posit ions

in which they differ.

The necessary and sufficient conditions for the existence of a Z—T gate

are:

(1) there exists at leas t one input x for  which the o u t p u t  is the c o mp l e m e n t

of the output for the input x.

(ii) the output for any input n—tuple which is Hamming distance one away

from x is the complement of the output for x.

(ill) the output for any input n—tup le which is H i m m l n ~ distance one away

from X is the complement of the output for x.

This follows immediately from the fact that if a single fault exists in an

input line of a 2—T gate , then application of x or x will have the effect of

applying an input n—tuple H amming distance one away from x or x. Thus , the

output of the faulty gate will be the complement of the expected output.

Since the output for x is different from that for x, a fault in the output

3 
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1

will also be detected. Conversely , conditions (1), (ii) and (iii) must

hold in order that x and x form a complete test set for all single

s—a—faults for a 2—T gate. Observe that a 2—T gate must not have exactly

two inputs.

Table I shows a class of functions which satisfies the above conditions.

— 
x
1 

... ... x f ( x 1,x2, ’ “,x )  
—

O ... 0 0
1 0 0 1
O 1 0 ... 0 1

O 0 ... 0 1 1
1 1 0 ... 0 x

O 0 1 ... 1 *1 1 ... 1 0  0
1 1 ... 1. 0 1  0

O 
~ 

... 1 1
1 ... i

where x denotes “don ’t care”.

TABLE I: Truth—table for a General n—input 2—T Gate.

Note that the two tests required to test for all single s—a—faults in the

gate specified by Table I are T~~ (0,0,... ,O) and T1 
(1,1,... ,l).

I
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We are now faced with the problem of specifying the values for the

“don ’t care” conditions in Table i so t ha t  the re ’-~u lt an t gate will form

a functionally comp lete set. Table II shows one such assignment. (The Input

n— tuples in Table 11 are in standard lexicographical order).

CONTROL INPUTS DATA INPU TS 

d~ — f(k1,k2 , d1, ..
~ ,d 1)

0 0 . . . 0 O  0
0 0 ... O l  1

0 0 0 . . .1 O  1

0 0 ... l 1 1

d j
0 1 1 ... i o 1 I _

’12_ T [ 
~0 1 1 . . . l l  0

1 o 0 ... O O  1
1 0 .. . O l  0 

k1 0 0 . . . l O  0 1 2
1 o 0 ... l l  0

1 1 1 . . .l O  0
1 1 1 . . .1 1  1

where n .l+2.

TABLE II: Universal 2—T 

Gate5
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Observe that the gate described in Table II uses the same test set as

before , i.e., T0 
and T

1
. Moreover , as Table I I I  shows ,the logic values

assumed by the controls k
1 

and k
2 determine the function of this gate.

An importan t feature of this gate Is:

Property 1:

The test set { TQ,T1} not only detects all single s—a—faults but also
detects all possible combinations of 9. or fewer s—a—faults in the data

Inp ut s d1, d
2,.. . ,d , provided that the control inputs k1, k2 are fault—free.

k
1 

k
2 (k1, k2,~)

0 0 OR(d)

0 1 NAND (d)
~0.

1 0 NOR (d)

1 1. AND (d)

TABLE I I I :  Control Specifications for  Log ic Functions .

Thus far , we have described a new gate which can be tested for all

singl e s—a—faults in goneral , and all combinations of s—a—faults c o n f i n e !

to da ta inputs , using only two tests. Moreover , If the control inputs

k
1 

and k
2 a re held at f ixed values , then this gate viii operate as a

6 
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• universal gate (NAND or NOR). In the following sections we will use this

2—T gate as a bui1din g block for cominational and sequential networks

and d er  i v ~ f u n c t i o n — i u l e p ~ n d e n t  t~~~~~~t se t s  for such ne tworks .

•1

7
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III. C~)M 1ilNAT I ONAL CI R CU iTS

First , we will c o n s i d e r  networks built wi th NAN D gates.  Since

NAN D gates are universal , this allows us to consider any general combinational

network. Obviously ,  the most straightforward conversion to a 2—T network

is to replace each NAND gate with a 2—T gate having the same number of

data inputs. All k
1 

inputs to these gates are then connected togethe r

and driven from a common package input , and similarly for the k2 
inputs.

During normal operation k
1 
is set to 0 and k

2 
to 1. This method of

conversion dictates that data inputs and control inputs be kept separate a~

shown in ligure 1.

N 
INF! TS 

~~~~~~~~~~ TWO:

k
1 

k
2

CONTReL INPUTS

FIGURE 1 : n — i n p u t , rn—output  2—T ne twork.

4 The network of Figure 1 has the following characteristic:

-j Property 2

If all the inputs (data and control) are held at 0, then all gates in

the network will have output 0 and consequently the final output of the

8



ne twork  wi l l  be 0. S Imi la r ly ,  if all inputs  are held at 1, then all gates

will have output 1 and the final output of the network will also be 1.

~e now show that any distribution of s—a—faults in the data lines

and output s of gates will be detected by the tests (k1, k2 ,  d1,...,d ,) =

(O,O ,..,O) = T
0 

and (k
1 , 

k9 , d 1
,...,d

2
) = (l ,l,l , . . , 1) = T

1
.

Obviously, any fault In an output of the network is detectable by

the test set {T0, T1). So, without loss of general i ty , we will cons ide r

that the outputs of the network are fault—free. Moreove r , we will concern

ou rselves onl y with faults appearing at the inputs of 2—I gates since a

fault that appears in the output of a gate is indistinguishable from the

corresponding faults at the inputs of the gates fed by that output.

So , consider a s—a—fault for which there exists a fault—free path

to at least one of the outputs of the network . There may be many faults

in the network , but at least one of them must have such a path. Let us

assume that this fault is a stuck—at—O (s—a—0) fault at the input of a

2—T ~dte and that we have applied test T
1
. In the absence of any fault ,

the output of this gate and all other gates in the network would be 1

by P roper ty 2. Hence , the network outputs would also be 1. But with the

s—a—0 fault described above , the output of that gate would be 0 by

Property 1. Then , since there exists at least one fault—free path from

H this fault to a network output , this fault will be propagated to that

output because all gates in that path will have at least one zero at their

9 
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data inputs. Hence , that network output would be 0. Therefore test

vector , T~~, is a test  for  any set of f a u l t s  (in data lines) tha t  conta ins

at least one s—a—O fault which  can be propagated to a network o u t p u t .

Analogously , tes t vec tor , T0, is a test for any set of faults (in data

lines) that contains at least one stuck—at—i (s—a—i) fault which can be

propagated to a network output.

So far we have dealt with faults in data lines with the assumption

that the control inputs are fault free. Now we show that any single s—a—fault

in the control inputs to a 2—T network is also detectable by the test set.

{T 0, T1
}.

Assume that the fault is a s—a—O fault. Then when test vector

• is applied , by Property 2, the inputs to the faulty gate will be either

(k 1, k2, d1,... ,d 2
) = (0 ,1,1,... ,l)

or

• (k1, k2, d1,.. . ,d 2
) = (1,0,1,... ,L).

In eithe r case , the output of this gate will be 0. From this point on ,

this fault appears as a failure in one or more data lines of 2—T gates

which have no faults in their control inputs. Thus , as d iscussed bef ore ,

this fault will be detected by the test vector , T1
.

Analogously, any s ing le s—a—i fault in a 2—T network that occurs at

one of the control inputs of a 2-T gate will be detected by the test, vec tor ,

To~

10
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All  k
1 

inputs of 2—T gates are driven from a common input , and

similarly for the k
2 

inputs. Thus , a sing le fault at the output of

either the k
1 

driv e r or the k
2 

dr l v r  will affect all the gates of .1

2—T network. These faults will be referred to as catastrop hic faults.

Depend ing upon the network , the test set (T 0, T1
} may or may not detect

a catastrop~dc fault. Figure 2 shows an examp le in which catastrophic

faults are not detectable by {T 0, T1
1 , while Figure 3 shows an example

in wh ich they are .

d4 1
~~~~~~~~~~~~~~~~~~~

b
~~~~~~~~~~~~~~

f
1

FIGURE 2: Circuit With Undetectable Catastrophic Faults.

11 
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2

~Tha 

_

_

__ _ _  
T b  ~~~

2
~Th j  

_ _ _

____ I ....... {2~T

d4 H2-T
--

~f_
d6 —~~~~~~~ _ _ _ _ _ _ _ _ _ _ _ _ _  — —
k1 

— —  ____________ — ______

2

N

FIGURE 3: Circuit With Detectable Catastrophic Faults.

Suppose common input k
1 

In Figure 2 is s—a—0 . Then applying input vector

will cause Internal lines a and b to be 0. Thus, the final output f
1

will be 1. Since in the absence of the fault the output will also be 1,

this fault will be undetectable. Consider the same fault in Figure 1 .

In this case, application of the input vector T1 
will ca use in ternal lines

a and b to be 0. Thus, internal line c will be 1 and since d6 
is also 1,

- t f
2 
will be 0. Hence , the fault is detectable. Similar analysis will

12

• - —
~~~~~~~ 

=
~~~

L -.



_ _ _ _ _ _ _  
_ _ _ _ _ _ _ _ _ _ _ _ _

show that a s—a—l fault in the common input k
1 

and s—a—0 and s—a—l faults

in the common input k
2 
are undetectable in Figure 2 but detectable in

Figure 3.

In general , if a catastrophic fault in k1 occurs , then the faul t will

be undetectable at a network output if the effect of the fault also appears

at one or more data inputs of the gate which drives that output. On the

other hand , If a catastrophic fault in k2 occurs , then the fault will be

undetectable at a network output only if the e f f ec t of the faul t also

appears at all the data inputs of the gate which drives that output. These

two mechanisms of fault masking converge when the output gate has only

a single data input , i.e., the outpu t ga te is an inver ter in normal

operation.

Now , if there exists any catastrophic fault which is not detectable at

any of the network outputs , then the problem can be solved , as shown in

Figure 4 , by feedIng one of the network outputs , say f 1, to a gate with

a single data input and observing its output at an extra network output ,

f1. Since (k1, k2) = (0 ,0) or (1,1) implIes tes t mode , .a single catastrophic

fault makes (k1, k2) = (0 ,1) or (1,0) the former be ing t h e condition for

4 normal mode. The extra gate acts as an inverter when (k1, k2) (0 ,1) or

(1,0). So when a catastrophic fault is undetectable at any of the network

13
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7I~GUR~ 4; 2.~~ Network In Which Catastrophic Faults

in or k2 are Detectable by T
0 or T1

.

outputs , i.e. for any output  f
1 the logic value is the same with or withou t

the existence of the fault , it is detectable at the output f
1 of the extra

gate since its output is the complement of f
1 for (k1, k 2 ) = (0,1) or

(1,0).

The designer has 2 options In implementing this solution. He can

either use “feed forward” simulation to determine if the extra gate and

network output is necessary or he can arbitrarily add the extra gate and

14
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network output , knowing that whatever is undetectable at the regular network

• outputs will be detectable at the extra output.

In this section we have considered the 2—T combinational network.

- These networks require two extra inputs and possibly an extra output in

- 
order that all single s—a—faults be detected using the test set {To, T1}.

We next consider 2—T sequential networks .

‘N,

15
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IV. SEQUENTIAL CIRCUITS

In this section , we will present two me thods of designing sequential

circuits which can be tested for all single s—a—faults using a fixed ,

function—independent test set. In both methods , we assume that a fault

is detectable if (1) it causes at least one of the outputs to be at a

logic value which is the complement of the expected output , or (2)

if it forces one or more of the outputs to oscillate , i.e., it switches

its state at some frequency determined by the total delay in the faul ty

loop.

Consider a sequential network made with NAI D gates. This network

can be converted to a 2—T sequential network by replacing each NAND gate

with a 2—T gate. The k
1 

and k2 control inputs of the gates are driven from

common sources. As before , during normal operation , all k
1 

inputs are

set to 0 and all k
2 inputs are set to 1. In this 2—T sequential network,

the first problem that arises is that of initializing the memory loops.

To understand this problem , consider the example of Figure 5. If

L -
~~F t  ‘N

~~~ 

~~~~~~~~~~~~~~~ 

_ _

_ _ _  

4

~

.
a 
HI If I! ii

FIGURE 5: 2—T Sequential Network.

when T0 is applied there Is a 1 anywhere in the loop , the output s of all

the gates in the loop would be f or ced to 1, thus denoting the existence

16 
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of a f a u l t  even when one does not exist. A similar problem arises when

is applied and there happens to be a 0 somewhere in the loop. There-

fore, it must be possible to initialize the loop before a valid test can

be performed .

Method 1:

Consider the 2—T gs~~e of Figure 6 where the k1 input is tied together

with a data input to form a common input g1.

di E 2 :T 

$

k
2

‘N
‘N

FIGURE 6: Specially Connected 2—I Gate.

Note that when (g 1, k2
) = (0 ,1), the output  of this gate is 1 independent

of the other data inputs. Similarly , (g1,k2
) = (1,0) forces the output to 0.

This gate could be used in a feedback memory loop to ini t ial ize the loop .

4 There exists one minor problem with this configuration , however. This gate

can neve - function as a .NAN D gate since that would require setting

(g1, k2) = (0,1) and hence setting d1 0. Thus, the output of the gate

will alwuys be 1. Therefore, this gate can function as an’ AND gate when

(g1, k2) 
— (1,1) and as an OR gate when (g1, k2) (0,0). Thus, in the

17
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first method of converting a NAND sequential network to a 2—T network,

each memory loop in the latter network must have one gate connected as

shown in Figure 6. The g
1 inputs in all loops are driven from a third

common input. Since these gates act as AND gates in the operating mode ,

an extra gate has to be added to each memory loop which will act as

an inverter. Therefore , if we had an arbitrary sequential network, as

~~~~~AN4 3ANDI ~~~~~~~ - - ~~~~~~~~~~~~~~~~~~~~~~~ ~~~~ ANDJ

-. FIGURE 7: General Sequential Circuit.

~~~~~~~ 12..TJ t~
i_— - -  

___  ____

_ _ __ _H_ _

FIGURE 8: General 2—T Sequential Circuit (Method 1).
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shQ~qn in Figure 7, its 2—T version using Method 1 would have the form of

the network of Figure 8. Observe that gate 2(a) in Figure 8 has the

special connection and 2(b)  is the ex t r~. 1n v e r t e r.  No te  a~~~o t ha t

gate 1 has one ext ra  da ta  input , namely g2, which is shared with other

memory loops and is used to tes t  f a u l t s  in g 1 and k 2 in ga te  2 ( a ) .

One major drawback of this method is that all memory loops must have

at least one of the outputs of gates 2(a) through r observable d irec tly at

a network o u t p u t.  This requirement is imposed because some f a u l t s  may

not be observable at the o u t p u t  of gate 1. Some desi gns migh t  a l ready

have this property and would not , be affected by this restriction .

We will also show tha t  the fol lowing tes t  set will  detect  all  sing le

s—a—fa ults , except catastrop hic s—a—faults in the control inputs k
1 

an d k 2 ,

N 
N 

in any 2—T network which uses the initializing process of Method 1:

(k 1, k2 ,  g
~

, g~ , d1
,... ,d

4
) = (0 ,0,1,0,0,... ,0) =

(k 1, k2 ,  g1, g2 , d1,... ,d 4
) = (0 ,0,0,0,0,... ,0) = T

0

(k 1, k2 ,  g1, g2, d1, . . ,d 4
) = (0,0,0,1,0,... ,O) = T

1

(k 1, k2 , g1, g 2 ,  d1,. . . ,d 4
) = (1,1,0,1,1,... ,l) =

(k 1, k2 , g1, g2 ,  d1,... 
~
dn_4) = (1,1,1,1,1,... 

‘~~~~

(k 1, k2 ,  g1, g 2 ,  g1,. . . ,d 4
) = (1,1,1,0, 1,. ..,1) = T

3

No te that the subset (I~~ T0, T1} represen ts an ordered sequence of tests

as does the subset {h i, T2, T3
}.

19
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Before we show that the above test  set detects  at least all sing le

s—a—faults , except catastrophic faults which will be considered later , no te

that 1
~ 

and Ii initialize all loops in a fault—free network to 0 and 1

respectively , i.e., when and 1
~ 

are applied , all gates in a loop will

have 0 and 1 at their  ou tpu ts  respectively.

Consider the general network of Figure 9. It  has three basic

( 4 ciI 
I

• _____
i
~t

4

FI~GURE 9; General 2—T Sequential Network (Method 1).
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subsec tions. A combInational subnetwork C1 
feeds  a sequen t i a l  suhne twor

S
1
. C

1 
may also feed network outputs such as f

1 
through 1

k 
S
1 

may hay

some netwoik inputs , such as d +i through d
b 

and it feeds some network

outputs , some of which must be fed directl y from the memory loops. It may

also feed the combinational suhnetwork The lai tei feeds outputs

throug h f
in

We will first show that any combination of iault~ in th e dais inputs

and outputs of 2—T gates in the network of Figure 9 will be detected by

the tes t  set def ined  above . S~d~~~q u en t ly ,  we w i l l  show that  the same ic- .

set wi l l  de t ec t  all  s i ng le s—a—f dHl ts in the control inputs of 2 — I  g a t e s .

As explained in Section I I I , we can assume, wi thout loss of gener;ility ,

that faults occur at data inp urs of gates.

‘N Consider the sequential network of Figure 9. Ui der fault—fr ee cond tiou

the expec ted outpu t for  and T
2 
are (f1,.. . ,f )  = (O,...,O) and

= (1,... ,l) respective ly . When T
1 

is applied all those outpu ts

f ro m S
1 

wh ich are fed by tI~ memo ry loops will be 1. Similarly , these

same outputs will be 0 when T
3 

is app lied.

Now consider any distribution of faults In the data inputs of 2—T

gates. If one or more of these faults uccur in C2, then as proven in

Section Ill these faults are detectable either by T
0 

or T
2
. The same

argument shows that or T
2 

will detect any faults in C
1 
as long as one

of them- has a fault—free path to a network output. Furthermore , those f uzl t ’~

21
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in C
1 

that do not propagate to the network outputs will always propagate

to S1 
when or is applied. And , since these output faults are

indistinguishable from the corresponding input faults in S~~, we need onl y

show that distributed faults in S
1 
are detectable.

Consider the subnetwork S~ . It could contain blocks of memory

loops , denoted by L , feeding each other directly or through combinational

logic , deno ted by - as shown In Figure 10. Now as long as the contro l

- u inputs k
1
, k2 

and g
1 

are not malfunctioning , any faults internal to the

combinational circuits in Figure 10 wIll be visible at the data inputs of

the ioops or at network outputs. So, to show that distributed faults in

/
N

FIGURE 10: Subnetwork S
1
.
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data inputs of gates in S
1 

are de tected we need only sh uw that any set

of data input faults in the loop are detectable by the test set defined

earlier. Consider the general loop of Fi gure 8 in which each gate may have

multiple data inputs , only one of which is fed by the gate preceding it

in the loop . No restrictions are placed on the other data inputs . Thcii ,

for any set of faults the re exists one fault which w il l be propagated

to the network output fed by that loop wh en either T
0 

or T
2 

is applied.

Nex t , we consider single faults In control inpu ts of gates. A single

control input fault in a gate in C
1 

or C
2 

In Figure 9 which has a path

to a network output is detectab ic a~ shown in Section 111 . A similar

• ; fault in a gate ir C
1 

t i - i t  appt ar~ at the data in ; uts of S
1 

behav es l i ke

a data line fault in and l t ~c~ is  dete ctab le. If a single control line

‘N
• - fault occurs in t it cor~binational d r .  uit of Figure 10, then it eithei

appears at the data input of the l u  ps or at  a ne t ~~u r k  output. In either

case It is a detectable fiult.

Fj - i i l  lv , we consider thi ~- 1 c- in Fl~’u rt 10. It there is a s—a—I ault

in the k
1 

l pht of any of the gat .-s in the l oop except gate 2(i), then application

of T~ or T2 wi l l force the m a p  t u o rJllate . Hence , it is detectabl e .

For any s — a — :  j i l t  in t k En~ t of any of the s: l r e ea~ es , applic atl -n of

T
0 
or wiil eit he r force the outputs of all the gates in the loop to

assume an e r r ( u u e o l ’ log ic value or if the faulty gate has a single data input ,

i_ i

23

___  
4.



T
0 

or T
2 

will force the loop to oscillate. A fault in the k
2 int~ut o

gate 2(a) will be detected by T
0 

or T
2 
since it will force the outputs of

every gate in the loop to assume an erroneous logic value. If the k
1

input fed by g
1 

in gate 2(a) fails , then app lica tion of T
0 

or T
2 

will

force the loop to oscillate. If the data input fed by g1 
fa i ls , the

failure behaves like any other data input fault and is detected by T
0 

or T2.

If input g
1 

f a i l s , then the fault is undetectable by T0 or T
2
. But , it

Is detectable by T
1 

or T
3 
because under fault—free conditions, application

of or ‘1
3 

forces the output of each gate in the loop to be 1 ir 0

respectively . When g
1 

fa ils , however , then application of T1 or T
3

forces the output of every gate except gate 1 to be 0 or 1 respectively.

Hence it is detectable. This latter fact also shows that the output of

gate 1 does not always reflect the presence of a fault. Hence the required

network output cannot be taken from gate 1.

Detec tion of a catas troph ic faul t in k
1 

or k
2 
is achieved in the same

way as for combina tional logic, i.e., an extra gaL. and an extra output

may be necessary to ensure that all single catas trophic faults are detectable .

Method 2:

4

In this method , each memory loop is initialized by a special gate

defined in Table IV. This gate has three extra inputs and Is no longer

testable for all single s—a—faults by T
0 

and T
1
. For example if k

3 
Is

24
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s—a—0, then the test pattern (k3, k1, k2, d1...d1) 
= (1,1, 1,1,.. . 1)

produces the same output for both fault—free and faulty operation. Henc ~~,

two more tests are required to test the two s—a—faults in k
3
. As Table [V

shows any pattern with (k3, 1t
~
, k2

) (1,0,0) and a 1 in at least one

data input of this gate is a test for k
3 

s—a—0. Similarly , all pa ttern s

tha t are comp lements of the above tests are tests for k
3 
s—a—l. Hence-

for th , this gate will be referred to as a 4—T gate.

In the second method of converting a NAND sequential network to a

2—T sequential network we replace one of the NAND gates in each loop wit

a 4—I gate while all other NAND gates are replaced by 2—T gates. All

2—T and 4—T gates have common k
1 

and k
2 

inputs while all 4—T gates have

a common k
3 

input. Figure 11 shows a general 2—T memory loop obtained

by Method 2. To guarantee the universality of the two extra tests required

- •1 to test the k
3 

inputs it is necessary to reserve one of the data inputs

of each 4—T gate as a gate input g
1 
to be fed from a common network input ,

also called g
1
.

Consider the general sequential network of Figure 12. Analogously to

Figure 9 it has two combinational subnetwork C
1 and C2. The inter—

mediate subne twork S
1 

can be represen ted as in Figure 10. However , un like

Method 1 each loop in Figure 12 is not required to go to a separate

network output .

26
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FIGURE 11: General 2—T Memory Loop (Method 2).

7 )
~~~

.

L

C a ) ;
d f

I ~~~~~~~~ —

FIGURE 12; General 2—T Sequential Network (Method 2).
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We will now show that the following test set will detect all sing le

s—a—faults , except catastrophic s—a— faults in the control Inputs k1 aol L

in any 2—T sequential network which uses the initializing process of

- Method 2.

T
0 

= (k 3, k1, k2 , g1, d1,.. . ,d 4
) = (1,0,0,1,0,... ,0)

= (k3, k1, k2, g1, d11...,d 4
) = (l ,0,0,0,0,...,0)

= (k 3, k1, k2, g1, d11... ,d 4
) = (0,0,0,0,0,...,0)

= (k s, k1, k2, g1, d11. . . ,d 4
) = (0 ,1,l,C ,l,... ,l)

(k3, k1, k2, g1, d11...,d 4
) = (0 ,l,l,l,l,...,l)

T
3 

= (k3, k1, k2, g1, d1,... ,d~~4) 
= (1,1,1,1,1,... ,1).

As before , the above tests consist of two ordered subsequences of tests ,

i.e., 
~~~ ~~~~

, 

~~ 
and {T 2 , Il~ T3

}. Note that 1
0 

and 1
1 
are initializing

sequences.

Consider the sequential network of Figure 12. Under fault-free

conditions the expected output for both T
0 and T

1 
is (f 1,... ,f ) = (0 , . . . ,0)

while for T
2 and T3, the expected output is =

We need only show that any fault types in a loop , i.e., multi p le data

input faul ts , single faul ts  in k1 and k2 and single and ca tas t rophic fa u l ts

in k3, wi ll a f fec t  the output of every gate in that loop. This would

- - imply that the fault condition would appear at the output of the loop

irrespective of which gate the output comes from and hence would guaranhi e

propagation to an output of the subne twork S
1
. It can be shown by argo’- n~

28



simi l ar to those used in Method 1 that ~~l. other fault types will be

detected by the test set defined for this method.

Now consider any distribution of data input faults in a loop in S
1.

Since a 4— T gate behaves iden t ica l ly  to a 2—T gate  with respect to data

inpu t faults , the fault closest to the loop output will pr opaga te to

this output when either T
1 

or T
3 

is applied.

It can be verified that any single fault in k 1 in a loop w i l l

cause that loop to oscillate where T
1 

or T
3 
is applied. A single k

2

fault causes the loop either to oscillate or set to the opposite state

when the sane test is applied. A single fault in the k
3 

input of the

4—T gate in a loop is tested by “ o or T2 as pointed out before . A

catastrop hic k
3 

fault appears in the output of each 4—I gate ani is p!

pagated around each ioop and into other loops as data input faults and

thus is detectable at an output.

Finally , catastrophic faults in k1 
and k

2 
are treat ed in the same

way as Section III.

In this section we have presented two methods of fabricating 2—T

sequential networks. Fach me thod requires 4 extra inputs and possibly

an e x t r a  o u t p u t .  In e i t h e r  case we have def ined  a . •un ive rsal  test  set

containing f our tes ts and two initializing sequences.
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V. CONCLUS I ONS ANI) DISCUSSIONS

In this paper , we have shown that it is possible to define a logic

block with two nodes of operation. In the test mode , it is testable far

all data input s—a—fault combinations and single faults at the control

inputs with only 2 tests. In the operating mode , this logic block functions

as a universal gate, capable of acting as either a NAND gate or a NOR

ga te depend ing on the log ic values app lied to the k
1 

and k
2 

inputs.

We have also shown tha t when combina tional ne tworks are buil t wi th

this block , then these networks are testable for all single s—a—faults

H by a universal set of 2 tests. We have presented a method for handling

the problem of catastrophic faults in a control input which may requir~

an extra gate and output.

We have also presented two methods of fabricating sequential networks ,

both of which are testable for all single s—a—faults by their respective

universal test sets. In one method , the problem of initializing the leaps

• is solved by a special connection of a 2—T gate while the second metho.

utilizes a new 4—T gate in each loop for initialization. In both thes

methods , we have assumed that a fault is detectable if one or more output

are set to the opposite value or oscillate.

- ~ • 
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.
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Note that in the methods presented , all identical control inputs

are driven f rom a common network input . If , in the case of a combinational

network , more network inputs are available , then the logic could be

arranged into levels with each level having its own Independent set

of control  inputs .  In th i s  arrangement , the first level of logic is

fed from network inputs and any subsequent level is fed from pr~ ced ing

levels and , if necessary, network inputs while it feeds levels further

down towards the o u t p u t .  Now , a catastrophic failure in a control input

appears as a control line failure only at the level fed by that control

input. To subsequent levels , it appears as distributed data Input faults

• which are detectable. If the affected level is also the output level ,

then for any particular outpu t this failure is only a single fault in

a control inpu t , which is detectable by the universal set already defined.

This alterna tive approach , though costly, is not applicable to sequential

networks since a gate can feed back on Itself through a loop.

One significant feature of 2—T networks is that in the test mode

logical redundancies become invisible and hence all networks are fully

testable , at least for all single s—a—faults, even in the presence of such

4 redundancies. This feature arises from the fact that in the presence of

logical redundancies in a network built with conventional logic blocks ,

there exists at least one fault for which the value required at , at least ,

31



one input to display the fault , i.e , try to force the opposite value from

the fault , conflicts with the value required at that input to propagate the

faults to an output, in a 2—T network , however , every level has either all

0’s or l’s and by virtue of the special proper ties of the 2—T gate , any

variation from that pattern at the data lines is propagated to the output.

One must note that we have considered only faults that occur at the

inpu ts or output of a ga te . We have not investi gated whethe r there is

any fault internal to the 2—T and 4—T gates which does not manifest itself

as a s—a—fault at an input or output of the gate since the effect of such

a fault is dependent on the specific realization of the gate on a LSI chip.

We assume there is not. In defense of this assumption , i t  can k~~ said that if

any faults do exist that do not appear outside the gate , it may be possible either

to inter—connc~~L tie. interna l elements of the gates in such a way that if an un-

detectable fault occur s, it causes a detectable fault to occur , or to use

redundancy in interconnections to reduce the probability of an undetectable

—
~ tailure .

In defense of this assumption , it can be said t~~ it if any faults do exist

that do not appear outside the gate , it may be possible either to inter-

connect the internal elements of the gates in such a way that if an un-

de tec table faul t occurs , it causes a detectable f ault to occur , or to us

redundancy In interconnections to reduce the prol’~ bilfty of an Indete ct lie

failure.

Fin al ly ,  it must be mentioned that it is not possible in the desi g:

approach presented in this report to detect single s—a—faults within the

distribution trees which drive the control inputs when such faults manifest

themselves as distributed control input failures in the network. The

probability of occurrence of these failures can be reduced by efficient

lay—out techniques and by the use of hardware redundancy.
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M ETRIC SYSTEM

BASE UNITS :
Quantity Unit SI Symbol Fon3iuIe

length metre m •. -

mass kilogram kg
t ime se orid a - - -

• electric, current ampere A
thermodynamic temperature kelvin 1K - -

amount of substance mole ma!
luminous intensity candela cd

SUPPLEMENTARY UNITS:

plane angle radian red
solid angle steradian Sr

DERIV EI) UNITS:

Ac -eleration metre per second squared - - -  rn/s
activity (of a radioactive source) disintegration per second (diaintegrat ion)s
angular acceleration radian per second squared red-s
angular velocity radian per second radis
area square metre m
density ki logram per cubic metre kgim

• electr ic capacitance farad F A s/V
e le tr ica l conductan siemens S AN
elet:tri field strength volt per metre Vim
elec tric inductance henry H V.a/A
dec trft potential difference volt V W A
eles-tri i resistance ohm V A
electromotive for e volt V W !A
energy lout N.m
ent r /~ )OUI( per kelvin I/K
for, t- newton kg.mls

hertz F1~ (cycle)/s
Illuminani e lu’s lx lrnim
luminance candela per square metre •.. cd/rn
luminous flux lumen Im cd.ar
magnetic field strength ampere per metre •• .  A/m
magneto flu\ weber Wb V.a
magnetic flux density (asIa I Wb/m
magnetomotive tori - c ampere A - -

power watt W (is
pressure pascal Pa N/rn
quantity of elec t re tv coulomb C A.s
quantity of heat jou le ) N.m
radiant intensity watt pi~r stera dian - - W s r
spei-if i heat too ls’ per kilogram kelvin - - I/k wK
Stress pasca l Pa N/rn
t hermal • n d -  t i v i t y  wa t t  p.’r metre -kelvin - W/m-K
vi i i? metre per se,.o~ d - - In-/s

v i’s  o s t ~ dynamo pascal-second .. Pa.s
~, o - kin.- : ’ .‘ squar~ metre per sec i.nd ms

• voltage volt V W/A

a v - J im,- cubic m etre m
wavenum b.-r rei .procs l metre (wave Wrn
wor k c iul . I N-rn

SI PREFLXES.

• 1 Multmp ti. at m on Es. i’ira I’refl a SI Symbol

I 000 000 000 000 = III’ tare
I 000 000 000 = lii ’s gigs

1 000 000 = in’s mega M

1 0O0~ 10’ kilo k
• 100 = IO~ hecti ,~ h

10= 10 disk.’ di
01 = 10-’ decl’ d
001 = 10~~ utntl’ c
(1001 = mIlli In

0000001 = 10- ’s micro
0 00(1 000 001 = ~0-’ nano n

0.000000000001 = 1 0 ”  pica p
• 0 000 000 Ottit (((K) 001 10 ‘‘ htmtn

0 000 000 000 000 000 001 = 1 0”  at tn  a
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Rmne Air Devek~jnnent Center

RA~~~~~ plans and conducts research , exploratory and a dvanced
developm ent programs in command , control, and coninunications
(C3) activities, and in the C3 areas of information sciences
and intelligence. The principal technical mission areas
are communications , electromagnetic guidance and control,
surveillance of groun d and aerospace objects, intelligence
data collection and handling, inf ormation system technology,
ionospheric propagation, solid state sciences, microwave
physics and electronic reliability, maintainability and
compatibility.
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